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Abstract of the contribution: This paper is proposed to update solution#1 to solve FFS related to network slice.
1. Introduction
[bookmark: _Toc352077766]This pCR solves the following FFS in clause 6.1.1.
Editor's note:	It is FFS how to ensure that the S-NSSAI used by MWAB-UE allows access to PLMN 2's slice serving the UE.
2. Discussion
Different network slice supports different functionality.
When the data of PDU Session related to S-NSSAI1 of UE is transferred via the PDU Session of MWAB-UE, the network slice should be selected correctly, otherwise the function supported by S-NSSAI1 cannot be guaranteed. An example as follows is given to further clarify the issue.
To support reliability requirement of URLLC services, the data of PDU Session using URLLC network slice will be transmitted redundantly, e.g. redundant transmission on N3/N9 interface as described in clause 5.33.2.2 in TS 23.501 as follows.
To ensure the two N3 tunnels are transferred via disjointed transport layer paths, the SMF or PSA UPF should provide different routing information in the tunnel information (e.g. different IP addresses or different Network Instances), and these routing information should be mapped to disjoint transport layer paths according to network deployment configuration. The SMF indicates NG-RAN and PSA UPF that one of the two CN/AN Tunnel Info is used as the redundancy tunnel of the PDU Session accordingly. The redundant transmission using the two N3/N9 tunnels are performed at QoS Flow granularity and are sharing the same QoS Flow ID.
During or after a URLLC QoS Flow establishment, if the SMF decided that redundant transmission shall be performed based on authorized 5QI, NG-RAN node capability, operator configuration and/or Redundant Transmission Experience analytics, the SMF informs the PSA UPF and NG-RAN to perform redundant transmission via N4 interface and N2 information accordingly. In this case, NG-RAN should also provide different routing information in the tunnel information (e.g. different IP addresses), and these routing information should be mapped to disjoint transport layer paths according to network deployment configuration.
If the PDU Session associated to URLLC is mapped to the network slice other than URLLC, even if the NG-RAN node provides different routing information and mapped to disjoint transport layer paths, all the data including the redundant data will be transferred via one path, i.e. the PDU Session of MWAB-UE. So the functionality of redundant transmission on N3 tunnel cannot be supported.
3. Proposal
Based on the discussion and proposal in clause 2, it is proposed that the MWAB is configured by OAM with the <SST used by MWAB, SST list>. This information is used by MWAB to select a PDU Session acting as N3 tunnel for a PDU Session of UE. If the SST used by the PDU Session of UE belongs to the SST list, the MWAB will select PDU Session associated with SST1 as the N3 tunnel.
It is proposed to agree the following updates to solution#1.
* First change * 
[bookmark: _Toc157515661][bookmark: _Toc161218345]6.1.1	General
Figure 6.1.1-1 presents an example architecture for the MWAB operation when no roaming was involved for the MWAB-UE. In this case, there may be two PLMNs involved, i.e. the PLMN 1 that serves the MWAB-UE, and the PLMN 2 that serves the UE connected to the MWAB.
In this case, the MWAB-gNB logically belongs to PLMN 2, and establishes N2 and N3 connection with the UE AMF and UE UPF via the PDU session of the MWAB-UE established with PLMN 1. MWAB-gNB announces PLMN IDs of PLMN 2.
If the UE served by the MWAB is roaming, there is another PLMN (not shown in the figure), i.e. the HPLMN of the UE served by the MWAB, involved. The interactions of the HPLMN of the UE and PLMN 2 are the same as that described in clause 4.2.4 of TS 23.501 [2] for the roaming case.
The MWAB UPF in PLMN 1 serves the MWAB-UE and provides the connection via a N6 interface towards PLMN 2, to carry the N2 and N3 traffic from MWAB-gNB. The MWAB-UPF also supports the access to the OAM system in PLMN 2 by the MWAB-gNB.
NOTE:	Depending on deployment requirement, a security gateway may be required between the MWAB-UPF and the PLMN 2 core network. In that case, the MWAB-gNB need to connect to the security gateway based on pre-configured security credentials. In that case, the traffic between MWAB-gNB and the PLMN 2 goes inside the security tunnel established via the security gateway.
Editor's note:	Details of such operation with the security gateway will be coordinated with RAN WG3 and SA WG3.
UE connected to the MWAB-gNB can access the 5GS services offered by PLMN 2 as normal. No enhancement to the UE is required. The UE connected to the MWAB-gNB is not aware of PLMN 1, and thus does not need any roaming agreement between its HPLMN and the PLMN 1.
In some cases, the PLMN 1 and PLMN 2 can be the same PLMN.


Figure 6.1.1-1: Architecture for MWAB operation support - non-roaming
Figure 6.1.1-2 presents an example architecture for the MWAB operation when MWAB-UE is roaming with a Local Breakout PDU session for its operation. In this case, there may be three PLMNs involved, i.e. the PLMN 1 that serves the MWAB-UE, and the PLMN 2 that serves the UE connected to the MWAB, and the HPLMN of the MWAB-UE. The use of the Local Breakout PDU session by the MWAB can be configured by the HPLMN, e.g. with some VPLMN specific URSP rules.
In this case, the PLMN-1 may access the MWAB's HPLMN UDM for the subscription information. The rest of the operation are similar to that shown in Figure 6.1.1-1.
If the UE served by the MWAB is roaming, there is another PLMN (not shown in the figure), i.e. the HPLMN of the UE served by the MWAB, involved. In that case, the interaction of the HPLMN of the UE and PLMN 2 is the same as that described in TS 23.501 [2] for the roaming case.
The UE served by the MWAB-gNB is not aware of PLMN 1, and thus does not need any roaming agreement between its HPLMN and the PLMN 1.


Figure 6.1.1-2: Architecture for MWAB operation support - roaming with Local Breakout
Figure 6.1.1-3 presents an example architecture for the MWAB operation when MWAB-UE is roaming with a Home Routed PDU session for its operation. In this case, PDU session of the MWAB-UE is routed by PLMN 1 to the HPLMN of the MWAB.
In this case, the PLMN-1 may access the MWAB's HPLMN UDM for the subscription information. The rest of the operation are similar to that shown in Figure 6.1.1-1.
If the UE served by the MWAB is roaming, there is another PLMN (not shown in the figure), i.e. the HPLMN of the UE served by the MWAB, involved. In that case, the interaction of the HPLMN of the UE and PLMN 2 is the same as that described in TS 23.501 [2] for the roaming case.
The UE served by the MWAB-gNB (of PLMN-2) is not aware of PLMN 1, and thus does not need any roaming agreement between its HPLMN and the PLMN 1.
The MWAB is configured by OAM with the <SST used by MWAB, SST list>. This information is used by MWAB to select a PDU Session acting as N3 tunnel for a PDU Session of UE. If the SST used by the PDU Session of UE belongs to the SST list, the MWAB will select PDU Session associated with SST1 as the N3 tunnel.
Editor's note:	It is FFS how to ensure that the S-NSSAI used by MWAB-UE allows access to PLMN 2's slice serving the UE.


Figure 6.1.1-3: Architecture for MWAB operation support - roaming with Home Routed
* End of change *
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